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[v2.6] Vulnerability in libssh < 0.5.4 allows remote denial of service




http://cve.mitre.org/cgi-bin/cvename.cgi?name=CVE-2013-0176
Solution:
	Upgrade to 0.5.4

(from redmine: issue id 1690, created on 2013-03-19, closed on 2013-04-17)
	Changesets:	Revision dd8b41c3 by Natanael Copa on 2013-03-27T15:14:22Z:



main/libssh: security upgrade to 0.5.4 (CVE-2013-0176)fixes #1690





































To upload designs, you'll need to enable LFS and have an admin enable hashed storage. More information
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